
インテリジェント・マシンの台頭は
すでに始まっています

インテリジェント・システムの動向

33%

Freeform Dynamics による統計レポート　スポンサー：イプスイッチ社

世界中でどんどん自動化が進んでいます…

IT管理者は、インテリジェント・システムが与える影響を
予測し、それに対処しなければいけないとわかっています…

ひとつ確かなのは不確かということ…

現在展開されている自動化アプリケーションの例：

回答者の68％が 
ネットワークレベルのセキュリティとアクセス管理 
の能力を強化する必要を感じています

回答者の72％が
セキュアなデータ/ファイル転送管理と自動化

の能力を強化する必要を感じています

デジタル・カスタマー・
エンゲージメント・システム

12ヶ
月
以
内
に
実
施
を
予
定
し
て
い
る

プロセス自動化と
ワークフロー・システム

セキュリティに
関する懸念

資金調達上の
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知識・理解不足

自動化されたリスク管理と
リスク監視
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インテリジェント・マシンはもう出現しています。

無視するわけにはいきません。

インテリジェント・システムの
IT部門へのインパクトは?

+

+

+

IT管理者は、インテリジェント・システムによって起こり得る
リスクや問題や脅威などを正確には把握できないでいます。

導入して活用する場合の主要な懸念事項

30% 24%
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68
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「多くの組織が競争力を高めて優位性
を保つためにインテリジェント・システ
ムの変革の力を活用しようとしていま
す。IT管理者は、インテリジェント・シス
テムが継続的な推進力となることを認
めながら、新しい内部的・外部的なリ
スクを生じさせ得ることを認識してい
ます。」

Tony Lock, Freeform Dynamics 社の著名なアナリスト

55%

錯綜した関係 ビジネスの成功には
インテリジェント・システムが
肝要だと認識

インテリジェント・システムが
ネットワーク・セキュリティ、
アクセスやコントロールへの
問題を起こし得ると懸念

92% 68% 

IT管理者はインテリジェント・システムのインパクトを管理するために
適切なツールを確保する必要があります

統計レポートをダウンロードする 

アンケート回答者は、
アメリカ、イギリス、ドイツ、
フランス、シンガポール、
オーストラリアの

521人

http://nm.ipswitch.com/rs/307-TTO-181/images/Intelligent-Systems-Japanese.pdf

