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2 < Cryptoloot : #E&ED CPU > GPU DUUBEEH(CHNZ. BIFFDI>E1—4 - UY—-IAEER L TRE
BEOEBZITOINAZY - RIVDTF7TY, JOAVIFI—IChSHOS 3> #ENMU. FILVEE
ZFITUE T, Coinhive EFFET DY —ILTHD. DT THA MHISDIRAD—EZHBRUET

3 1 Dorkbot : UE—k « O—RETY, BEEUS AT LANDIILI T DS I 0O0— RZECJEEICT S IRC
R=ZADIT—=ALTY, IA4TELVTINF IO SOADARETH D, HEIBROGEE Y —EXBHEK
BEOXTZERENELUTVET,

TEOE/N\ALOFBREEKNE I D eHICEINEILID T PORT—HFEZHM>z6DE. X—/\—1—
¥R Z {5 TZ 3 Android BITDEZ 1 —)LBY)\wW I RJ7 Triada T, CHUC 2 fiZdD Lokibot & 3 fiZD The
Truth Spy HMEWLTWLE T,

2018 fE 6 BDEI\AIL - YLD TP LI 3 TE:

1 Triada: A>0— RUETILITTPICRA—)\—1—T¥ERZ{159 23 Android EIFTOEZ 1 —)LE) (v
IR, SRAFADOTOCRICRIVI T TTHMEDIAEFNE T, Triada (TSI ICFHRMHAETND URL ZiAE
I IEEBMHERSINTULET,

2 Lokibot : 1BEEROTBEVZ B &I D Android [@IFD/NF T8 ROADARETI N, EREEREZEIST
SRVWBERFS YLDV ERODTAN— I A2 ZOv I ULET,

3 TheTruthSpy : iPhone & Android ¥E&imRICHIGUZR/I\ADTI7THD. WhatsApp DAY EZ—=,
Facebook MF v ., Web R—DEE/RE., AN— I A > TITHNDdH 5D /EENZERULET,

FIVY - RA> FORAREIRBEHASNTUVDIMEHERBLTVET, 1 M(FHRFRD 40%DFEMH R
L5+ D CVE-2017-7269, MU 35%0D CVE-2017-10271 H#eL\TULE T, 3 fIlEH5FRD 15%0#EHEH
HEREZITBSQLA>>T 3> T9Y,

2018 £F 6 BDREsSTE 41 3 18

1 < Microsoft IS WebDAV B —EX®D ScStoragePathFromUrl BA#DI\Y I 7 «- A—)\—J0O— (CVE-
2017-7269) : Microsoft Internet Information Services 6.0 Z{F> THRwY hJ—T%#2HT Microsoft Windows
Server 2003 R2 [CHI T UEUOTA R ZRET DI EICKD. WEENVUE— MO SERDI—RZFEITUE
D, 5—5v hDOU—/)\[CH—EXBEWREZLHNITITZDTETDIRD(C/EADFT., ZNIE HTTP UOITX bD
RUNAYA —DIREEARAME(ICEER T D/\w T 7 « A—/\—=TJO—DESEHENERERTI . 2017 & 3 A5/ (v
FMEHENTLET,

2 « Oracle WebLogic ®A>R—R> M WLS Security @UE—bP - 1—R=2$T (CVE-2017-10271)
Oracle WebLogic M /R—3> N T3HD WLS Security (C(EUE— b « O— RE[TOIESEENHDDET. &
1UE Oracle WebLogic (C&D xml DF I1— ROWIEFSE(CKREA T DEDTY . CORENKINTDE. UE
— bSO — RMREITESNTLFREVET, 2017 £ 10 A5/ \y FHEHEENTLET,

3o SOL A>2xo33>: 70— 3> DYV I NI TICHDEFaUT1DfSEEEZERITDIED
T, 9S5AT7> MBS T7TVT—2 3> ADANT—FICSQLITURIBEBALEY,

©2017 Check Point Software Technologies Ltd. All rights reserved | P. 2



CDSFIORRDE. BDOTO=wW (2017 E£(CEDM Dz 2 DOMESSNE) (CPRST ., HEMQRINER
B (SQLA>>x 0> 3a>ixé) sLombfEONTVWWS S ENAHDET,

FIw - IRA > D Global Threat Impact Index & ThreatCloud Map OEAZE1RBD(E. FT v - RA>
NAYER L TUL\D ThreatCloud BEi-1 > 7T ADIEIRTI . ThreatCloud (&, Y1 /\—IE5EMELEZBR
ETRDERBARBEDORARRY NDO—0T, HRP(TSZRBNIEBR LT Y—DRY NO—IONSIELE
BRIBHRYIN BEHEZEE L TULET, ThreatCloud DF—FR—=X(C(E. Ry MERZENE LU THOREN
= 242 5,000 HHA LD RLZXD, 1,100 BHFU EDRIVDI T T - SOFF . 550 HHFULEDRIEY A ~D
IBIRMNEFRSNTUE T, ThreatCloud (&, 1 Bz DB HEREDVILDO T 7ZEHl. 253U TLET,

6 ADXILIT Y - T7=U— 7 10 BOFHRU A NI, FTw o - IRA> bOTOTTITHERSZE 0N,

FIT WD - IRA > NOBRMRICEATDRE) Y —X(CDWTIE. www.checkpoint.com/threat-
prevention-resources/zC &< 120N,

AUU—=X(ZF, KEFR 7 A5 BICERESNIZEDDHEERTT,
RV — XA (ECESZIHERSIZE .
https://www.checkpoint.co.jp/press/2018/pressrelease_20180821.html

BRFIYTIRA> MIDONT
FIvo -RAE-VYIRDTT7 - 70./0>—X ( www.checkpoint.com ) (&, HRZEDEAFHERE R
RESSWBRMEMCTET DHA/\— - LFaUFq - VU123 ZRBHUTVET, ERBE—DREEXE
BRXEDV U1 —232(CKD. BEFKORY ND—0%, JILDT 7S Y AT T PIREDLIRICHIED
HA I\ —IRENSRELET, J/J:\ﬁ@/jE'j Ry KD —=DDEFENE/NAIL « T/)\A XTHERFESNTLDIEHR
HIRETDIILFILANILDEFIUFT v « P—FFOF v (IR, BERATREECENZHRENH D— R
t:\:_‘L U+ B XFT LAZEM L/_Cl/\i@_o HHRD 10 FLL LB - BEAFT VD - RA> bdtzFa U
A BREARALUTCVWET, FIvI - RA>b-VYIRNDIDIT - 0 /O0S-XOLBEHERREA. FITV
’7 MRA - VIRDTT - 700> kRAE%t ( http://www.checkpoint.co.jp/ ) (. 1997 £ 10 A 1 B
7. REEHFEX(CHRZENTULET,

(AFCEE I DEENEDEE)
FIVO IRAZ b VYT RDIT - Fo/02-XtkAatt LHRAITT HEE-7—ILkiAai

BY I—o7q0>7 &l B e - B
Tel: 03-5367-2500 / Fax: 03-5367-2501 Tel: 03-3571-5238 / Fax: 03-3571-5380
Email: marketing_jp@checkpoint.com Email: checkpoint-pr@kyodo-pr.co.jp

©2017 Check Point Software Technologies Ltd. All rights reserved | P. 3


http://blog.checkpoint.com/2018/07/05/junes-most-wanted-malware-banking-trojans-crypto-mining/
http://www.checkpoint.com/threat-prevention-resources/
http://www.checkpoint.com/threat-prevention-resources/
http://www.checkpoint.com/threat-prevention-resources/
https://www.checkpoint.co.jp/press/2018/pressrelease_20180821.html
https://www.checkpoint.co.jp/press/2018/pressrelease_20180821.html
http://www.checkpoint.com/

