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チェック・ポイントと BlackBerry、 

セキュリティ脅威対策を目的としたグローバルなパートナーシップを締結 

最新のサイバー攻撃から組織を守るための新たな ISV パートナーシップ 

 

 

英国ロンドン - 2018年 9月 12 日（水） 

ゲートウェイからエンドポイントまで、包括的セキュリティを提供するチェック・ポイント・ソフトウェア・テ

クノロジーズ（Check Point® Software Technologies Ltd. NASDAQ： CHKP）と BlackBerry Limited（NYSE： 

BB、TSX： BB）は本日、両社がグローバルな ISV（Independent Software Vendor）パートナーシップを締結し

たと発表しました。この戦略的パートナーシップ契約をもとに、今後、両社共同での市場参入や、業界をリード

するチェック・ポイントのモバイル脅威対策ソリューション SandBlast Mobileと BlackBerry UEM/BlackBerry 

Dynamics のセット販売などが計画されています。 

生産性の向上とデジタル変革の推進を目的に、世界中の組織がモバイル活用を積極的に進めているにもかかわら

ず、サイバー攻撃が高度化の一途を辿っている環境下、モバイル・セキュリティを軽視している組織が少なくは

ありません。先ごろチェック・ポイントが実施した調査によると、実に 94%のセキュリティ担当者が、自社に

おけるモバイル・デバイスのセキュリティ侵害対策に懸念を抱いています。 

BlackBerryの最高マーケティング責任者を務めるマーク・ウィルソン（Mark Wilson）氏は、「すべてがつなが

った『ハイパー・コネクティビティ』社会には、『ウルトラ・セキュリティ』が必要です。しかし、大半の組織

では、モバイル・セキュリティ対策を後付けで導入しており、モバイル・デバイスが組織への侵入口として悪用

されかねない状況です。BlackBerryとチェック・ポイントは、共にサイバー・セキュリティを核とする DNA を

持ち、業界有数のソリューションを擁しています。この両社がパートナーシップ契約を締結するに至ったのは、

ごく自然な結果といえます。チェック・ポイントの存在は、当社の ISV エコシステムにとって、大きな力となっ

てくれることでしょう」と述べています。 

チェック・ポイントのモバイル・セキュリティ・ソリューション担当バイスプレジデントを務めるジェレミー・

ケイ（Jeremy Kaye）は、「モバイル・デバイスがセキュリティ対策の弱点とならないようにするためには、一

貫性のある包括的な脅威対策でモバイル環境全体を保護する必要があります。チェック・ポイントと BlackBerry

https://www.checkpoint.com/gen-v-cyber-security/
https://www.checkpoint.com/gen-v-cyber-security/
http://www.blackberry.com/
https://www.checkpoint.co.jp/products/sandblast-mobile/
https://www.blackberry.com/ja/jp/products/endpoint-management/blackberry-uem
https://pages.checkpoint.com/mobile-impact-report.html
https://pages.checkpoint.com/mobile-impact-report.html


 

 

は、企業に対するモバイル・サイバー攻撃対策で協働し、あらゆる組織が求める業界最高水準のモバイル脅威対

策技術を提供して参ります」と述べています。 

Check Point の SandBlast Mobile は BlackBerry Dynamicsに対応しているほか、BlackBerry Unified Endpoint 

Management（UEM）と統合されています。モバイル・アプリと電子メールのための高度で安定したコンテナを

提供し、エンドポイントからエンドポイントまでの包括的なセキュリティ・アプローチを採用する Dynamics プ

ラットフォームは、エンタープライズ環境におけるセキュアなモバイル活用の基盤となる製品です。このソリュ

ーションは、SandBlast Mobile との組み合わせにより、あらゆるデバイス上のビジネス資産と機密データをサイ

バー攻撃から保護します。 

SandBlast Mobile 3.0 は、モバイル・デバイスで送受信されるすべての不正なネットワーク・トラフィックを検

出してデータやユーザを保護するほか、モバイル・デバイスを狙ったフィッシング攻撃を阻止します。モバイ

ル・デバイスにダウンロードしたアプリは、クラウド・ベースの仮想環境で実行、分析された後、無害であるか

不正であるかが判断されます。また、デバイス上のネットワーク保護機能として、デバイスで送受信されるネッ

トワーク・トラフィックの検査と制御、各アプリおよびブラウザに対するフィッシング攻撃のブロック、攻撃者

の指令（C&C）サーバとの通信の遮断などの機能を備えています。BlackBerryのマーケットプレイスでも入手可

能となったチェック・ポイントのソリューションを使用すれば、組織のネットワーク・セキュリティ対策をモバ

イル・デバイスにまで拡張し、最新の脅威から組織を保護できます。 

本リリースは、英国時間 9 月 12 日に配信されたものの抄訳です。 

 

英語のリリース全文はこちらをご確認ください。 

https://www.checkpoint.com/press/2018/blackberry-and-check-point-software-announce-a-global-partnership-to-

mitigate-cybersecurity-threats/ 

日本語のリリース全文はこちらをご確認ください。 

https://www.checkpoint.co.jp/press/2018/pressrelease_20181005.html 

 

BlackBerry について 

BlackBerry は、IoT エンドポイントの保護と管理に注力するエンタープライズ・ソフトウェアおよびサービス

企業です。そのためのソリューションとして、包括的な Enterprise of Things プラットフォームである

BlackBerry Secure を提供しています。BlackBerry Secure は、エンタープライズ・コミュニケーションおよ

びコラボレーション・ソフトウェアと安全性が認定された組み込みソリューションで構成されています。1984

年に設立された BlackBerry は、カナダ・オンタリオ州ウォータールーに本社を置き、北米、ヨーロッパ、アジ

ア、オーストラリア、中東、中南米、およびアフリカ地域で事業を展開しています。BlackBerry は、トロント

http://help.blackberry.com/en/blackberry-dynamics-administrators/current/
https://www.blackberry.com/us/en/products/endpoint-management/blackberry-uem
https://www.blackberry.com/us/en/products/endpoint-management/blackberry-uem
https://www.checkpoint.com/products/mobile-threat-defense/
https://marketplace.blackberry.com/
https://www.checkpoint.com/press/2018/blackberry-and-check-point-software-announce-a-global-partnership-to-mitigate-cybersecurity-threats/
https://www.checkpoint.com/press/2018/blackberry-and-check-point-software-announce-a-global-partnership-to-mitigate-cybersecurity-threats/
https://www.checkpoint.com/press/2018/blackberry-and-check-point-software-announce-a-global-partnership-to-mitigate-cybersecurity-threats/
https://www.checkpoint.co.jp/press/2018/pressrelease_20181005.html
https://www.checkpoint.co.jp/press/2018/pressrelease_20181005.html


 

 

証券取引所およびニューヨーク証券取引所（ティッカー・シンボル： BB）に上場しています。詳細については、

www.BlackBerry.com をご覧ください。 

BlackBerry および関連する商標、名称、ロゴは、BlackBerry Limited の所有物であり、米国および世界各国で

登録または使用されています。その他の商標はすべて該当する企業の所有物です。BlackBerry は、サードパー

ティの製品やサービスについて責任を負いません。 

*BlackBerry の ISV エコシステムは拡大の一途を辿っており、昨年は 25%の成長率を記録しています。ISV パ

ートナーは、エンタープライズ・レベルのツールセットである BlackBerry Development Platform にアクセス

して、幅広い用途に対応したセキュアで高機能なカスタム・モバイル・ソリューションを開発できます。 

*提供されるアプリケーション、拡張機能、ソリューションについては、BlackBerry マーケットプレイスをご覧

ください。 

*BlackBerry の ISV パートナー・プログラムへの参加方法については、こちらをご覧ください。 

 

■チェック･ポイントについて 

 

チェック・ポイント・ソフトウェア・テクノロジーズ（ www.checkpoint.com ）は、世界各国の政府機関や企業

など、あらゆる組織に対応するサイバー・セキュリティ・ソリューションを提供する大手プロバイダーです。業

界随一の検出率を誇る先進のソリューションにより、お客様のネットワークを、マルウェアやランサムウェアな

どの多岐にわたる第５世代のサイバー攻撃から保護します。企業のクラウドやネットワークのほかモバイル・デ

バイスに保存されている情報を、今日の第５世代のサイバー攻撃を含めてあらゆる脅威から保護するため、第５

世代の脅威に対応するマルチレベルのセキュリティ・アーキテクチャを備え、直感的で操作性に優れた総合的か

つ一元的なセキュリティ管理システムを展開しています。世界の 10 万以上の組織・企業がチェック・ポイント

のセキュリティ製品を利用しています。 

 

 

《本件に関するお問い合わせ先》 

チェック・ポイント・ソフトウェア・テクノロジーズ株式会社 

担当 マーケティング 横山 

Tel: 03-5367-2500 / Fax: 03-5367-2501 

Email: marketing_jp@checkpoint.com 

広報代行 共同ピーアール株式会社 

担当 上瀧・花岡 

Tel: 03-3571-5238 / Fax: 03-3571-5380 

Email: checkpoint-pr@kyodo-pr.co.jp 
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https://us.blackberry.com/enterprise/forms/isv-partner-application

