
 

 

 

 

 

※本リリースは、OpenText Corporation が 2023 年 5 月 23 日（現地時間）に発表したリリースの抄訳です。 

 

報道関係各位 

2023 年 6 月 5 日 

 

OpenText、Gartner®アプリケーション・セキュリティ・テストの 

Magic Quadrant™で 10 年連続リーダーの１社に位置づけ 

 

OpenText サイバーセキュリティポートフォリオの一端を担う Fortify が DevSecOp チームを強化 

2023 年 5 月 23 日 カナダ ウォータールー OpenText（NASDAQ：OTEX、TSX：OTEX、日本法

人：マイクロフォーカスエンタープライズ株式会社）は本日、2023 年のガートナー アプリケーション・セキュリティ・

テスト（AST）部門のマジック・クアドラントのレビューにおいて、10 年連続でリーダーの１社として評価されたこと

を発表しました。20 年以上にわたり技術革新を続ける Fortify は、アプリケーション・セキュリティ・テスト分野で長

い歴史を誇り、比類のないセキュリティと可視性を提供することで広く知られています。 

 

Fortify は、Debricked を買収することで、ソフトウェアコンポジション解析（SCA）とサプライチェーンのセキュリテ

ィ領域に大きな進歩をもたらし、API セキュリティ・テストと検出機能を拡張しました。また、機械学習を活用したさ

まざまな機能を強化することで、テスト結果の品質と信頼性を大幅に向上させています。 

 

OpenText の開発担当エグゼクティブバイスプレジデント兼最高製品責任者である Muhi Majzoub は、次のよ

うに述べています。「アプリケーションを開発しデプロイする方法が急速に変化しているなか、アプリケーションセキュリ

ティは、開発プロセスにおける重要な要素へと進化してきました。この 3 年間だけでも、業界はソースコードや実行

中のアプリケーションの脆弱性だけでなく、オープンソースコード、API、コンテナ、Infrastructure as Code などの

安全性を確保する方策を早急に見極める必要がありました。ガートナーのアプリケーション・セキュリティ・テストのマ

ジック・クアドラントのリーダーの１社として継続的に認められていることは、当社の製品の強靭さと、進化する市場

ニーズに応えるために予測し革新する能力を実証するものと捉えています」 

Fortify のアプリケーション・セキュリティ・テストのポートフォリオは、常に世界中の組織と技術革新、支援、連携す

ることにより、DevSecOps のベストプラクティスでお客様を支え、クラウドトランスフォーメーションを可能にし、ソフト

ウェアのサプライチェーンを安全に保護します。唯一のコードセキュリティソリューションとして、Fortify は、最新のユー

スケースと機能を広範にカバーし、適応力が最も高く、正確で拡張性に優れたアプリケーション・セキュリティ・プラッ

トフォームを提供します。 

Fortify の詳細については、Fortify アプリケーションセキュリティをご覧ください。ガートナーのレポートについては、

Gartner 2023 年アプリケーション・セキュリティ・テストのマジック・クアドラントをご覧ください。 

以上 

https://www.opentext.jp/
https://www.microfocus.com/ja-jp/cyberres/application-security
https://www.microfocus.com/en-us/assets/cyberres/magic-quadrant-for-application-security-testing


 

 

 

 

 

Gartner、アプリケーション・セキュリティ・テストのマジック・クアドラント、2023 年 5 月 17 日、Mark Horvath

他（2013-2017 まで HP/HPE, 2022 まで Micro Focus として掲載） 

Gartner、アプリケーション・セキュリティ・テストのクリティカル・ケイパビリティ、2023 年 5 月 17 日、Dale 

Gardner 他 

ガートナーは、Gartner リサーチの発行物に掲載された特定のベンダー、製品またはサービスを推奨するものでは

ありません。また、最高のレーティング又はその他の評価を得たベンダーのみを選択するようにテクノロジーユーザーに

助言するものではありません。Gartner リサーチの発行物は、Gartner リサーチの見解を表したものであり、事実

を表現したものではありませんガートナーは、明示または黙示を問わず、本リサーチの商品性や特定目的への適合

性を含め、一切の責任を負うものではありません。 

Gartner はガートナーの登録商標およびサービスマークであり、Magic Quadrant は、Gartner, Inc.および/ま

たはその米国およびその他の国における関連会社のサービスマークであり、同社の許可に基づいて使用して

います。All rights reserved. 

■OpenText Cybersecurity について 

OpenText Cybersecurity は、あらゆる規模の企業やパートナーに包括的なセキュリティソリューションを提供し

ます。予防、検知、対応から復旧、調査、コンプライアンスに至るまで、当社の統合/エンドツーエンド・プラットフォ

ームは、総合的なセキュリティポートフォリオを通じて、お客様のサイバーレジリエンス構築を支援します。

OpenText Cybersecurity のお客様は、リアルタイムかつコンテキストに基づく脅威インテリジェンスから得られる

実用的なインサイトを活用することで、高い有効性を持つ製品、コンプライアンスに準拠したユーザーエクスペリエン

ス、簡素化されたセキュリティによるビジネスリスクの管理といったメリットを得ることができます。 

■OpenText について 

OpenText グループは、The Information Company™ をブランドスローガンに掲げ、世界をリードするソフト

ウェア＆クラウドサービスを活用した情報管理ソリューションの提供を通じて、企業がデータから価値あるインサイトを

獲得できるよう支援しています。OpenText（NASDAQ: OTEX、TSX: OTEX）の詳細については

opentext.com をご覧ください。 

マイクロフォーカスエンタープライズ株式会社は、OpenText グループの日本法人のうちの 1 社です。マイクロフォー

カスエンタープライズ株式会社に関する詳細は https://www.microfocus-enterprise.co.jp/ をご覧くださ

い。 

 

＜本件に関する報道関係者のお問い合わせ先＞ 

■マイクロフォーカスエンタープライズ株式会社 

担当：佐野 由妃 

https://www.opentext.com/
https://www.microfocus-enterprise.co.jp/


 

 

 

 

 

TEL：070-2644-5046、E-mail：yuki.sano@microfocus.com 
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