LYDSEC DIGITAL TECHNOLOGY

U—twIr A 70./0>—



T3 1)571D:E



J4vS D FEEROFEE IR (

ZN)

L]


https://www.antiphishinghttps/www.antiphishing.jp/report/monthly

BIgdH -

HF3E
SH4c

305,196
301,193




mRAFE (HAK)

7]



https://www.tsr-net.co.jp/data/detail/1197322_1527.html
https://www.tsr-net.co.jp/data/detail/1197322_1527.html

J1Y> )RR IE R

RR



7LV ="x=l
A IERA DR - B fi

(IDS/IPS)
Y—/—m)lF
J1IVAMTR ) 7h VPN
EPP
D NAT7—RETE
EDR
1 IWVAIR 70

AT



TN THILN DK

Dtk



%R:h \n:b\nIEh ’/Z\}‘C_C(j: ?



Amazon Web Services(AWS). 2024F ¥ |EHh > ZEERRET
(MFA) A whZBIC

8% H 2023/10/09 12:07 F  REA

AWS YA N—FxaTq

Amazon Web ServiceslZ. [Secure by Design: AWS to enhance MFA requirements in 2024 | AWS
Security Blog] (25 W T, 2024FEE (X LUETRTDAmazon Web Services(AWS) D4SET H 7 > b
2% E %P IF(MFA: Multi-Factor Authentication) D{ER % &1 3 {5 R 7=

aWS Contact Us Supporty MyAccountv  Signin ([EEECEICETEAL LY T2 S
o - X -

Products Solutions Pricing Documentation Learn Partner Network AWS Marketplace Customer Enablement Events Explore More Q




%%imb\nﬂz&:(i ?



ZEZVEEE. 2D FOBRRZERZAVT, TN
47\’@ WREDDT A >R RITHITE T .

J4NBIRIETTIE
@Dg_CNL//\O))JJ%h\

O RN DFFER - themsirzs

QI RADHAO>TNDIE |-/t29- 1%
QI ARANDHFFOTUD J-Dh-kz

@I ARNDITEN |-

ABZNE2D L EDOGEZRWTITUE

9, MDD

JA>TERVESD, AAIEOT AP
W15 ETT,




N

)Ciﬁ

=

Ullll

rt’:l

aslE DX NE ?



BYTELZEREHACLMHEET,

R-44360° TEX1)TFIHRETEET,




=T B E’ﬁfi ‘}% ﬂﬁ. %1 Eﬁ?‘l’S’ZFlJ E/}g My:??( Eﬁg’lﬁﬁ AF

by BEER AETAS BEEF BE ESRA & YIUvh YR—OIBU FvI EHE RV #H=-:

g%

ZERY 2V RO EIOWEAMEIC T9291LICR] D

w*?}j
) ) FYR-T 4 40-93
-~ — a A
47 sl =INE N

WY  OQERYA FTERE 2P

S | ‘
‘. O %@'S‘ () r—- 2
a® &9 igfaﬁb ] {7~ », ;)S;%‘b 2 ,..,-‘;?,c—ﬁ?-%
Yy = B A > ) 1< o &
®Y-T - ERY- b+ A

~
\ @Y1 FF 2 £RIDE - () / g;% B
727 = FAR m —EEZELD - OERY 1 b 6}% T

IDESRT—FAD

o — It ST OERY A bic X %
wFaUT 2 £*2)7 43— FAN ® o §
O FEEdS \
£*2UF43—FAD 9

@e*aV74a3—FRfT

2020 Copyright by ESET




LYDSEC DIGITAL TECHNOLOGY
)—tv)759)\50.)05—

%}%iu G0 \JUJ__ /3/






KYPASCOMD¥F=I(E ?
AT



[KEYPASCO (FBXRBRERZCHBULTHFI. |




TINAAIYRNIT U b

D594 LIAT—R




A—HREEER

@

4

K

@ 1=—%7%ID
(AAEHEET HERIESTNLELEA)

A—FIEET A R
-
™

_—

YRHT R AL MR /

\

BB E
@ IR E R

RO LS

Keypasco
H—NN

) Keypascoy — /N iRt /3%
e-bankl"ng ETES
H —/\ AT LER
® av4> @ Device FP Geolocation
JERIEITE IDi% {5 (Mobile)
Password =

® FyvaiEa

FYREICERATIEDHIC
A RFREE (PR EREE) (iR REHMADE DI EITLY, &Y
RETHELGEX) TAERBRITHENTEFT .

SEBEEEEE (Wi-Fi. NFC. Bluetooth)(Z & % S2EE(X)

cRRLS N ERARL D OT M U fThohi5a : OY 1 ok
CRRLS N TOARWRERSA DOV M U fThohi5a : OJ 4 »AalEE

@ e-banking®H¥ Ak (ffl) ~o % 4> (Usename, Pasword A7)
@  e-banking¥—/\I&, 0T AU ERELELIC, BEREFADI=—VTF
ID% KeypascoH—/\[Z1%(E

(XBEAEZHETIERIERNLELEA)
©) Keypasco—/\FBEEFEAD I —F DENSILIHKRICT v 28
MEEE
@ PIELEHDI—FDE/NAILEEERMSDevice FP, Geolocation ID%E
*EE
® Keypascoy—/N\[E, BHREFANDI=Z—IEIDE, DD IERERE,
EROOTAUNESHEHIM,
® KeypascoU—NIZE>TERDOIT AU EBINDE, 12— —
IXe-banking®H A MO 4 42 Al &E

X RALEADMREF >TREMNIRICEEHOANPCISHLTE
ElC0TA2ERATH, BAEFAHDIHAIEIGZN=H. 0

S Ak




| KEYPASCO (FRFEE(CE A D]HE




JO0F>—E5)

Having Keypasco MFA as additional authentication
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cloud or on-premises

Radius protocol

Active Directory
(AD)
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