
※中小企業自らが情報セキュリティ対策に取り組むことを宣言する制度です。
二つ星宣言をしておくことで、情報セキュリティへの自社の取組を取引先等にアピールすることもでき、信頼の獲得にもつながります。

前年度参加企業の声

情報セキュリティ関連規定や基本方針策定などの
雛形が充実していたため無理なく規定を作成で
き、専門家に相談もできるので理解を深められま
した。目標だった二つ星宣言も申請済みです。
（サービス業[保険代理店業]　従業員数:6～
20名）

UTMについて今まで知識がなかったの
で、この事業に参加して現状を確認出来て
安心できました。特にレポートで攻撃内容
を確認できるのが良かったです。
（サービス業　従業員数:1～5名）

社員が出張の際、公共Wi-Fi利用を使っ
てしまったときの防御策としてEDRが有
効でした。アラートの説明や対策などを
相談できるサポートも充実しており、
不明点を解消することができました。
（建設業　従業員数:51～100名）

EDR導入UTM設置 情報セキュリティマネジメント指導
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参加企業募集
令和7年度 中小企業サイバーセキュリティ基本対策事業

サイバーセキュリティ対策を始めようとしている企業さまにおすすめです。

お申し込み方法・支援コースの詳細は裏面をご覧ください。

参加費

無料

サイバーセキュリティ対策は
企業の未来を守る第一歩です！
実践的な対策を東京都が支援します！
パソコンの動作が重い、
社内で不審なメールが増えたー
もしかすると、サイバー攻撃の“予兆”かもしれません。 
UTMやEDRを３か月間無償で導入・設置し、
貴社への攻撃を確認してください。

中小企業サイバーセキュリティ基本対策事業とは

貴社のリスクを可視化し、被害を防ぐためにも、本事業にご参加ください。

CASE①

大学法人が運営する中規模教育機関で、サー
バーに不正アクセス発生。IDとパスワードの窃取
が原因で、学生や元教職員ら約2900件の個人
情報が流出。

CASE②

某製造業の子会社が使用していたリモート接続機器の脆弱性を突かれ、攻撃
者が子会社のネットワーク経由で本社ネットワークへ侵入するというサプライ
チェーン攻撃を受けた。これにより顧客との取引用システムが停止。丸一日、
お取引が出来ない状態となった。

中小企業を狙ったサイバー攻撃事例

ウイルス対策ソフトだけでは防ぎきれない不正アクセスやスパムメール対策等に対応するセキュリティ機器（UTM）やセキュ
リティソフトウェア（EDR）の導入に向けて、それらの機能を約3か月無償で体験できる機会を提供します。また、企業のセキュ
リティの基本となる基本方針や社内規定も専門家によるセキュリティマネジメント指導を受けて策定出来ます。合わせて
SECURITY ACTION二つ星宣言※の実施も支援いたします。



知識レベル・応対品質などに優れた専門
家を派遣し最大4回の支援を実施。社内
ルールの整備を通じて、
「SECURITY ACTION
二つ星」の取得を目指し
ます。 

情報セキュリティ
マネジメント指導

各支援コースのご紹介

複数のセキュリティ機能を統合し、ネット
ワークの出入口を守るUTM機器を最大3
か月間無料で体験可能。
期間中はサポートデスク
が導入・運用を支援します。

先着
50社

UTM機器設置

EDRはUTM等で防げない脅威にも対応
でき、テレワーク端末も保護可能です。
最大3か月の無料体験が
でき、期間中はサポート
も受けられます。

先着
50社

EDR導入
先着
100社

支援コースの
お申し込みは
こちら

令和7年度 中小企業サイバーセキュリティ基本対策事業

貴社に最適な支援コースをご選択いただくため、まずは説明会にご参加ください。

■対象企業：東京都内に主たる事業所を有する中小企業
■受講対象：本事業における取組に意欲的に参加できる経営層、従業員、セキュリティ担当者等
■申込期間：2025年5月23日（金）～
■支援期間：各コース3か月程度
■参加費用：無料

貴社のご参加を心よりお待ちしております。

※枠が埋まり次第募集終了となります。

この事業に関する問い合わせ

東京都「令和7年度中小企業サイバーセキュリティ基本対策事業」運営事務局

ade.jp.kihontaisaku@cybersecurity-tokyo.com
メール

お問い合わせは
こちら

※本事業は、東京都より委託を受け、アデコ株式会社が運営しています。

050-4560-3824
受付時間 9:00～17:00（平日のみ）

電話

支援開始
事業説明会
参加

お申し込み

STEP 4STEP 1
支援申込

STEP 2
申込確認（事前診断）

STEP 3
事業申込
の流れ

第１回
■日時 6月26日（木）
　　　  13:30～15:30
■場所 TKP新宿西口
　　　 カンファレンスセンター
　　　 orオンライン（zoom）

第2回
■日時 7月8日（火）
　　　  13:30～15:00
■場所 TKP東京駅
　　　 カンファレンスセンター
　　　 orオンライン（zoom）

第3回
■日時 7月24日（木）
　　　  13:30～15:00
■場所 ふどうやビル
　　　 （JR立川駅徒歩3分）
　　　 orオンライン（zoom）

第4回
■日時 8月6日（水）
　　　  13:30～15:00
■場所 TKPガーデンシティ渋谷
　　　 orオンライン（zoom）

「サイバー攻撃から中小企業を守るため
  のセキュリティ対策と復旧戦略」

チェック・ポイント・ソフトウェア・
テクノロジーズ株式会社

高橋 弘之氏

日本マイクロソフト
株式会社

田住 一茂氏

株式会社
ワールドスカイ

星野 樹昭氏
「ホワイトハッカーが語る、巧妙化するサイバー
  攻撃の脅威と企業が行うべきセキュリティ対策」

「AI時代のサイバーセキュリティ
 対策とは」

「中小企業のための効果的な
 セキュリティ対策とリスク管理」

株式会社
レオンテクノロジー 

北川 愼人氏

※冒頭に警視庁から「サイバー犯罪の情勢について」
　講演予定

事業説明会のご案内
本事業の特徴や支援内容について詳しくご案内いたします。
当日は2部制で、第1部はセキュリティ専門家によるセミナー、第２部は事業内容の説明を行います。
※会場の詳細は申込サイトもしくは申込フォームからご確認ください。

説明会の
お申し込みは
こちら

お申し込み

運営事務局および専門家の
ヒアリングによりご参加可能か

診断いたします。


